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Abstract of the contribution: This paper proposes a solution to resolve Key issue 4: Session management in the next generation system.
Discussion

This solution assumes today PDN connection-like session for the next generation system. However, the solution seeks after bearer-less session and the default bearer concept is also avoided.
Also, in order to easily adapt to the 3rd party or new service provider’s network, the next generation system can use the new identity instead of APN. Similar to APN, it can be a reference to the network where the desired services are available. Therefore, the UE may provide reference information about the network to which it wants to access for the desired service or may directly provide desired service. 

1. Timing of session setup
We agreed the following architectural principle at the last meeting, and it means MM and SM could be decoupled at the attach time to the network.  

The UE may be attached to the network without having an established session for data transmission
Therefore, SM may not involved during the attach procedure and UE can request session establishment anytime. That is, the UE can perform the session setup as follows;
· session setup with attach procedure (today EPS-like session establishment)

· independent on attach procedure, stand-alone session setup
If needed, by additional stand-alone session setup, the multiple sessions could be established.

2. Session type and UE states
The next generation system should provide the user the service via IP connectivity or non-IP connectivity.
After successful session setup, both UE and network keep and control the session context including 
· session connection type (IP or non-IP)
· if IP connectivity, allocated IP address

· user plane ID/IP address, etc.

The session can be activated, deactivated and modified and the following figure simply shows the UE states related to session management.
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Figure 1. UE states related session management

3. Always-connected session
While the attached UE shall keep at least one PDN and default bearer in EPS, UE can have the attach state without session in the next generation system. Therefore, keeping at least one session is not mandatory but if needed for the desired service (e.g. eMBB service), the UE can request the network which session should be controlled as always-connected session. UE and network will keep the session context during connecting to the network (even if no traffic transmission at any time). That is, UE and network should not initiate the session release for this kind of session even if there is no more traffic transmission. 
4. Session setup procedures
First, the session can be set up with attach procedure. The following figure shows the session setup procedure included in attach procedure.
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Figure 2. EPS-like session setup with attach

1. The UE initiates the Attach procedure. The attach request includes the session setup request, like EPS attach procedure, and it is sent to CP cloud of the next generation core network via access network. The details of Attach procedure are out of scope of this proposal. 
If the session setup request included in attach request indicates IP-connectivity type, CP cloud of the next generation core network allocates UE IP address and return it to the UE in step 3. 

If needed for the desired service, the UE may request the network this session as always-connected session to keep the session context during connecting to the network (even if no traffic transmission at any time).
2. The UE may provide information about the network to which it wants to access for the desired service, or may directly provide desired service. Based on this information, the user plane IP address/ID and IP anchor can be decided. According to alternatives, CP cloud directly allocates the UP IP address/ID or gets them via UP interaction.

Editor’s note: The alternatives of UP IP address/ID allocation may be impacted by the conclusion of FS_CUPS.
3. CP cloud return attach accept to the UE with successful session setup response including session context. If IP connectivity is indicated in the connectivity request of step 1, the allocated UE IP address is included.

Next, the session cannot be requested during the attach procedure, that is, the attach procedure without the session setup can be performed and session can be set up on demand. The following figure shows the stand-alone session setup procedure which is requested on demand after attach procedure.
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Figure 3. Stand-alone session setup

1. The UE initiates the session setup procedure, and it is sent to CP cloud of the next generation core network via access network. 
If the session setup request included in attach request indicates IP-connectivity type, CP cloud of the next generation core network allocates UE IP address and return it to the UE in step 3. 

If needed for the desired service, the UE may request the network this session as always-connected session to keep the session context during connecting to the network (even if no traffic transmission at any time).
2. The UE may provide information about the network to which it wants to access for the desired service, or may directly provide desired service. Based on this information, the user plane IP address/ID and IP anchor can be decided. According to alternatives, CP cloud directly allocates the UP IP address/ID or gets them via UP interaction.

Editor’s note: The alternatives of UP IP address/ID allocation may be impacted by the conclusion of FS_CUPS.
3. CP cloud return the successful session setup response including session context to the UE. If IP connectivity is indicated in the connectivity request of step 1, the allocated UE IP address is included.

Proposal
It is proposed to add the following changes to TR 23.799.
* * * * Start of 1st Change * * * *
6.x
Solution x - Session Management decoupled with attachment
6.x.1
Architecture description 
This solution assumes today PDN connection-like session for the next generation system. However, the solution seeks after bearer-less session and the default bearer concept is also avoided.

Also, in order to easily adapt to the 3rd party or new service provider’s network, the next generation system can use the new identity instead of APN. Similar to APN, it can be a reference to the network where the desired services are available. Therefore, the UE may provide reference information about the network to which it wants to access for the desired service or may directly provide desired service. 
6.x.2
Function description 
Session management of next generation system may not involved during the attach procedure and UE can request session establishment anytime. That is, the UE can perform the session setup as follows;

· session setup with attach procedure (today EPS-like session establishment)

· independent on attach procedure, stand-alone session setup

If needed, by additional stand-alone session setup, the multiple sessions could be established.

While the attached UE shall keep at least one PDN and default bearer in EPS, UE can have the attach state without session in the next generation system. Therefore, keeping at least one session is not mandatory but if needed for the desired service (e.g. eMBB service), the UE can request the network which session should be controlled as always-connected session. UE and network will keep the session context during connecting to the network (even if no traffic transmission at any time). That is, UE and network should not initiate the session release for this kind of session even if there is no more traffic transmission. 

The next generation system should provide the user the service via IP connectivity or non-IP connectivity. After successful session setup, both UE and network keep and control the session context including 

· session connection type (IP or non-IP)

· if IP connectivity, allocated IP address

· user plane ID/IP address, etc.

The session can be activated, deactivated and modified and the following figure simply shows the UE states related to session management.
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Figure 6.x.2-1. UE states related to session management

First, the session can be set up with attach procedure. The following figure shows the session setup procedure included in attach procedure.


[image: image5.emf]UE AN CP UP

1. Attach

(Connectivity setup)

1. Attach

(Connectivity setup)

2. Alt.1 

UP IP/ID allocation

2. Alt.2 

UP IP/ID allocation

3. Attach accept

(Connectivity resp.)

3. Attach accept

(Connectivity resp.)


Figure 6.x.2-2. EPS-like session setup with attach

1. The UE initiates the Attach procedure. The attach request includes the session setup request, like EPS attach procedure, and it is sent to CP cloud of the next generation core network via access network. The details of Attach procedure are out of scope of this proposal. 
If the session setup request included in attach request indicates IP-connectivity type, CP cloud of the next generation core network allocates UE IP address and return it to the UE in step 3. 

If needed for the desired service, the UE may request the network this session as always-connected session to keep the session context during connecting to the network (even if no traffic transmission at any time).
2. The UE may provide information about the network to which it wants to access for the desired service, or may directly provide desired service. Based on this information, the user plane IP address/ID and IP anchor can be decided. According to alternatives, CP cloud directly allocates the UP IP address/ID or gets them via UP interaction.

Editor’s note: The alternatives of UP IP address/ID allocation may be impacted by the conclusion of FS_CUPS.
3. CP cloud return attach accept to the UE with successful session setup response including session context. If IP connectivity is indicated in the connectivity request of step 1, the allocated UE IP address is included.

Next, the session cannot be requested during the attach procedure, that is, the attach procedure without the session setup can be performed and session can be set up on demand. The following figure shows the stand-alone session setup procedure which is requested on demand after attach procedure.
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Figure 6.x.2-3. Stand-alone session setup

1. The UE initiates the session setup procedure, and it is sent to CP cloud of the next generation core network via access network. 
If the session setup request included in attach request indicates IP-connectivity type, CP cloud of the next generation core network allocates UE IP address and return it to the UE in step 3. 

If needed for the desired service, the UE may request the network this session as always-connected session to keep the session context during connecting to the network (even if no traffic transmission at any time).
2. The UE may provide information about the network to which it wants to access for the desired service, or may directly provide desired service. Based on this information, the user plane IP address/ID and IP anchor can be decided. According to alternatives, CP cloud directly allocates the UP IP address/ID or gets them via UP interaction.

Editor’s note: The alternatives of UP IP address/ID allocation may be impacted by the conclusion of FS_CUPS.
3. CP cloud return the successful session setup response including session context to the UE. If IP connectivity is indicated in the connectivity request of step 1, the allocated UE IP address is included.

6.x.3
Solution evaluation 
Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.
* * * * End of Changes * * * *
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